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We have recently seen fake Xero subscription invoice emails being sent out by scammers.

If you are unsure if it is a genuine tax invoice, you can hover over the invoice link you will see that it doesn’t relate at all to
Xero.

Please make sure not to click the links in a Xero email that has NOT been sent to the email address associated with your
Xero login. An example of how the email might look like is below:
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Thank you,

Malisa.
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